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Step 1) Update to latest Microsoft Edge version

About

C

Microsoft Edge

Version 103.0.1264.71 (Official build) (64-bit)

© Microsoft Edge is up to date.

Download Updates over metered connections .
Automatically download updates over metered networks (for example, cellular network) and apply them on browser restart. Charges may
apply
Step 2) Plug DS Key (Pen drive)
s
Mame Date modified Type Size
-K'é? autorun 01-07-2018 12:52 PIv Application 17 KB
| autorun 01-07-2018 12:52 PN Setup Information 1KE

i%! ePass2003India-Setup

Run the setup file and install the setup.

01-07-2018 1252 PM
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Application 1,

Step 3) Software Installation

Download and install following setup from

https://eprocurement.synise.com/softwareplugins.asp

1. mandatory setup
2. Register dc



https://eprocurement.synise.com/softwareplugins.asp

SYNISE

Sourcing and Outsourcing

Welcome To E-procureme

About Us EKnowledge Section Registration Contact Us Help Desk

Required Plugins-To Upload Digital Certificate

Windows 7 & Windows Vista

SETUP 1st | Mandatory Setup |

Register Setup SETUP 2nd

| Microsoft edge DSC installation guideline

Aladdin eToken Driver (for Microsoft Windows 2000, XP, 2003, Vista) |

eMudhra WatchData eToken Drivers (for Microsoft Windows 2000, XP, 2003, Vista and windows 7) |
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Step 4) Restart System

Restart your System.

Sleep

Closes all apps, tums off the PC, and then tums it on

Shut dow again.

Restart

Step 5) Control panel Setting

1. Open Control Panel > Internet Properties: -
e In security > trusted site > sites > add site.




& Internet Properties - Security At Risk

General

Security privacy Content Connections Programs

YWour security settings pult yowur compubter at risk

T =

Advanced

Select a rone to wview or change security settings.

@

Imternet

Restricted
sites

Local imntranet Trusted sites

r 4

T

Trusted sites |

Sites

CLICK HERE

This zone contains websites that vou
trust mot to damage yvour computer or
vour files.

You hawve websites in this zone.

Security lewvel for this zone

Custon

- ¥Wour security settinags are below the recommended
lewel, putting your computer at an increased risk of

online attack.
- To change the settings, dick Custom lewel.

- To use the recommended settings, dick Default lewvel.

[] Emnable Protected Mode {requires restarting Internet Explorer)

&

Custom lewvel. ..

Default lewvel

Reset all zones to default lewvel

Ok Cancel

Paste URL and Click on Add
button.

Internet option > security > Internet

Apply

&% Trusted sites

>

You can add and remowve websites from this zone. All websites in

g this zone will use the zone's security settings.

Add this website to the zone:

Websites:

https: ffeprocurement. synise. com

Require server verification (https:) for all sites in this zone

Remove

Close

> custom level > set all option to [Enable]

Internet option > security > Local internet > custom level > set all option to [Enable]

Internet option > security > Trusted sites

Security Settings - Internet Zone

Settings

> custom level > set all option to [Enable]

Fiid .MET Framework

&% Loose XAML
() Disable
(®) Enable
O Prompt
,93 XAML browser applications
() Disable
(@) Enable
O Prompt
_93 XPS documents
() Disable
(®) Enable
() Prompt
& .MET Framework-reliant components
% Permissions for components with manifests

Micahla
<

Enable all options.

*Takes effect after you restart your computer

Reset custom settings

Reset to: Medium-high {default) -

Save all and close Control Panel.

Reset...

Cancel




Step 6) Microsoft Edge Setting

In Setting > Open Default Browser Option: -
e [Make Microsoft Edge as Default Browser] set as [Make Default]
e [Let Internet Explorer open sites in Microsoft Edge] set as [Incompatible site only
(Recommended)].
e [Allow sites to be reloaded in Internet Explorer mode (IE mode allow)] [set to Allow]
e [Internet Explorer mode pages] Add SYNISE URL and save it.

Settings Default browser
Q. Search settings Microsoft Edge is your default browser
Step 1
Profiles
() Privacy. search, and services
) Appesrance Internet Explorer compatibility
[§ start, home, and new tabs
Let Internet Explorer open sites in Microsoft Edge (D) Incompatible sites only (Recommended) Step 2
&
= Rebalonvindlia:t When browsing in Internet Explorer you can choose to automatically open sites in
B8 Cookies and site permissions Microsoft Edge
| B8 Default browser
Downloads low sites to be reloaded in Internet Explorer mode (IE mode;
4 Allow si be reloaded in | Expl de (IE mode) (D Allow Step 3
85 Family safety When browsing in Microsoft Edge, if a site requires Internet Explorer for compatibility, you can choose to reload it in Intemet
Explorer mode
At Languages
) Printers Internet Explorer mode pages Add Step 4
These pages will open in Internet Explarer made for 30 days from the date you add the page. You have 2 pages that'll automatically open
O System and performance in Internet Explorer mode.
) Reset settings Page Date added Expires
[J Phone and other devices [ https:/feprocurement.synise.com/ W
Accessibilit
® v [ https:/feprocurement.synise.com/validatedigital.asp w
@ About Microsoft Edge

Save all setting and restart the Microsoft-Edge.

Open Browser, Beside URL part just click on the icon and check the below option are on as shown in
image.

1 BB Synis chnolagies Ltd. > —+

CLICK HERE —r 1  httpsyfeprocurement.synise.com

This page is open in Internet Explorer >

-\* mode

oA LY,

Most pages work better in Microscoft Edge. For
security reasons, we recommend you leawe this mode

as soon as you're done browsing this page. Learn

Miore:

Cpen this page in Compatibility wiew

C'pen this page in Internet Explorer mode

-
next time m

[ Compatibility Mode: IET

EO Protected hMode: OFfFf
MNew And Events

El Fone: Trusted




Step 7) Check certificates

Open setting > privacy, search and services > scroll down to security > Manage certificates.

Certificates o

Intended purpose: <Al = ——

Personal other People Intermediate Certification Authorities Trusted Root Certification 4 | *

Check your certificated details here.

Import... Export... Remowve Advanced

Certificate intended purposes

Smart Card Logon, Secure Email, Client Authentication, Document Signinag,
1.2.84940.113583.1.1.5
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Thank you!




